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Office of Personnel Management for de-
termination.

(b) If, in the opinion of a Federal
Medical Officer, medical records re-
quested by the subject individual indi-
cate a condition about which a prudent
physician would hesitate to inform a
person suffering from such a condition
of its exact nature and probable out-
come, the Privacy Act Officer shall not
release the medical information to the
subject individual nor to any person
other than a physician designated in
writing by the subject individual, his
guardian, or conservator.

(c) If, in the opinion of a Federal
Medical Officer, the medical informa-
tion does not indicate the presence of
any condition which would cause a pru-
dent physician to hesitate to inform a
person suffering from such a condition
of its exact nature and probable out-
come, the Privacy Act Officer shall re-
lease it to the subject individual or to
any person, firm, or organization which
the individual authorizes in writing to
receive it.

[45 FR 41121, June 18, 1980, as amended at 49
FR 28235, July 11, 1984]

§ 2504.7 Granting access when accom-
panied by another individual.

An individual who wishes to have a
person of his choosing review, accom-
pany him (or her) in reviewing, or ob-
tain a copy of a record must, prior to
the disclosure, sign a statement au-
thorizing the disclosure of his record.
The statement shall be maintained
with the record.

§ 2504.8 Action on request.

(a) The Privacy Act Officer shall ac-
knowledge requests for access within 10
work days of its receipt by the Office.
At a minimum, the acknowledgement
shall include:

(1) When and where the records will
be available;

(2) The name, title and telephone
number of the official who will make
the records available;

(3) Whether access will be granted
only through providing a copy of the
record through the mail, or only by ex-
amination of the record in person if the
Privacy Act Officer after consulting
with the appropriate system manager,

has determined the requestor’s access
would not be unduly impeded;

(4) Fee, if any, charged for copies.
(See § 2504.17); and

(5) Identification documentation re-
quired to verify the identify of the re-
questor (see § 2504.9).

[45 FR 41121, June 18, 1980, as amended at 49
FR 28235, July 11, 1984]

§ 2504.9 Identification requirements.

(a) A requestor should be prepared to
identify himself (or herself) by signa-
ture, i.e., to note by signature the date
of access and/or to produce two other
legal forms of identification (driver’s
license, employee identification, annu-
itant card, passport, etc.).

(b) If an individual is unable to
produce adequate identification, the
individual shall sign a statement as-
serting identity and acknowledging
that knowingly or willfully seeking or
obtaining access to records about an-
other person under false pretenses may
result in a fine of up to $5,000 (see
§ 2504.18). In addition, depending upon
the sensitivity of the records, the Pri-
vacy Act Officer after consulting with
the appropriate system manager, may
require further reasonable assurances,
such as statements of other individuals
who can attest to the identity of the
requestor.

(c) If access is granted by mail, the
identity of the requestor shall be veri-
fied by comparing signatures. If, in the
opinion of the Privacy Act Officer,
after consulting with the appropriate
system manager, the granting of access
through the mail may result in harm
or embarrassment if disclosed to a per-
son other than the subject individual, a
notarized statement of identify or
some other similar assurance of iden-
tity will be required.

[45 FR 41121, June 18, 1980, as amended at 49
FR 28235, July 11, 1984]

§ 2504.10 Access of others to records
about an individual.

(a) No official or employee of the Of-
fice shall disclose any record to any
person or to another agency without
the express written consent of the sub-
ject individual, unless the disclosure is:
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(1) To officers or employees of the Of-
fice who need the information to per-
form their official duties;

(2) Under the requirements of the
Freedom of Information Act;

(3) For a routine use that has been
published in a notice in the FEDERAL

REGISTER;
(4) To the Bureau of the Census for

uses under title 13 of the United States
Code;

(5) To a person or agency who has
given the Office advance written notice
of the purpose of the request and cer-
tification that the record will be used
only for statistical purposes. (In addi-
tion to deleting personal identifying
information from records released for
statistical purposes, the Privacy Act
Officer shall ensure that the identity of
the individual cannot reasonably be de-
duced by combining various statistical
records);

(6) To the National Archives of the
United States if a record has sufficient
historical or other value to be pre-
served by the United States Govern-
ment, or to the Privacy Act Officer (or
a designee) to determine whether the
record has that value;

(7) In response to written request,
that identifies the record and the pur-
pose of the request, made by another
agency or instrumentality of any Gov-
ernment jurisdiction within or under
the control of the United States for
civil or criminal law enforcement ac-
tivity, if that activity is authorized by
law;

(8) To a person who, showing compel-
ling circumstances, needs the informa-
tion to prevent harm to the health or
safety of an individual, but not nec-
essarily the individual to whom the
record pertains (upon such disclosure, a
notification shall be sent to the last
known address of the subject individ-
ual);

(9) To either House of Congress, or to
a Congressional committee or sub-
committee if the subject matter is
within its jurisdiction;

(10) To the Comptroller General, or
an authorized representative, to carry
out the duties of the General Account-
ing Office;

(11) Pursuant to a court order; or

(12) To a consumer reporting agency
in accordance with section 3711(f) of
title 31.

[45 FR 41121, June 18, 1980, as amended at 49
FR 28235, July 11, 1984]

§ 2504.11 Access to the accounting of
disclosures from records.

Rules governing access to the ac-
counting of disclosures are the same as
those granting access to the records.

§ 2504.12 Denials of access.
(a) The Privacy Act Officer may deny

an individual access to his (or her)
record if: (1) In the opinion of the Pri-
vacy Act Officer, the individual seek-
ing access has not provided sufficient
identification documentation to permit
access; or

(2) The Office has published rules in
the FEDERAL REGISTER exempting the
pertinent system of records from the
access requirement.

(b) If access is denied, the requestor
shall be informed of the reasons for de-
nial and the procedures to obtain a re-
view of the denial (see § 2504.15).

[45 FR 41121, June 18, 1980, as amended at 49
FR 28235, July 11, 1984]

§ 2504.13 Requirements for requests to
amend records.

(a) Individuals who desire to correct
or amend a record pertaining to them
should submit a written request to the
Privacy Act Officer, Office of Adminis-
tration, Washington, DC 20503. The
words ‘‘PRIVACY ACT—REQUEST TO
AMEND RECORD’’ should be written
on the letter and the envelope.

(b) The request for amendment or
correction of the record must state the
exact name of the system of records as
published in the FEDERAL REGISTER; a
precise description of the record pro-
posed for amendment; a brief state-
ment describing the information the
requestor believes to be inaccurate or
incomplete, and why; and, the amend-
ment or correction desired. If the re-
quest to amend the record is the result
of the individual’s having accessed the
record in accordance with §§ 2504.5,
2504.6, 2504.7, 2504.8 of this part, copies
of previous correspondence between the
requestor and the Office should be at-
tached, if possible.
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